
ø~. ~ W143~’nW~fl €JUIL?)TWN llfl9llJ9flJn’fl

19nt1 n’n~njnitjli~ flL~Jfl’flLfl1~n

hi (~i~9 nrn~j/th~ ~‘rnnn) n~~’ij Iv ni ~1~umnutrnQwi~’9u (Audit Specialist)

~n9~ (Governance, Risk Management

and Control Audit SpeciaList) ~U h1LLThL~1a19~9 ThV~ I~11EI~9tn9~ LL ~flUU~1JL~4 ~i’~i~

~ ~n~U 9$’5’U~ I~cn — I~& n5n~yWi~J b~tbc~

- U - ‘p

1Ltl~n~~~ nJ1YQ~nfl~

b.~

~flLUSL~i1J4 - 1JTh
4.)

~19~Thfl - IJ1~1

~ too

‘~ (~ha~wt~rn~) ....b,ooo
a 4 ‘a a S 4

‘P. flU L~U~flThN9U ~R€’LJ~J iJ~VtaJ rnnJlJ9 1~P1 ~991ih~9ULLt9fl~ffi

t~9~SJfli9l~ t9Wi~flfl~ i’ L~1J ~ Ui~’td9 ~fl9~n~9~91~19nNLLt1Jl1JhU

a’
LU8Wflt9fl1~

tfl$fl9n~Un9ffiUfl1UltJ (CGIA) ~n~ñJ b
(Audit Specialist) ~Sn ~n9 fiSi ,JnnfThf9’1J~LLgi fl1~U 9~ 9~J~Ei’~ ~L~n9~nuqaw1UTh

(Governance, Risk Management and Control Audit Specialist) £Wi’$li
‘a ~ n1fl93W1~fl9~flLfl’flt~~

b ni m~8~Jm9lJn9~n9nu 9m~’I

‘p n989Jfl99UhiLn99~~fl9’rufl~U1

t n9~lfl9?L~~TiflflW9

*)118~ ct fln9 t~9~ÜtS~1€IIJfi9EJ11J (Analytical Thinking)

C’ 1,4 C’ 4 .‘
WflJ~~1 IL)~
U~J1~iI~1S ~9TflEi&~i’n’i4 fl~J~U fl9F)Wflrn4

fl98tfl9~U9WYUJL~tN91Jfl9Th~3~

~. (Inherent Risk)~fl~n~~J
~n~nuni~l~i 9 fl ~fl99U 9U9flu9~yiaJL~rJ.~l~1 9 ~J11’IJ

ki. 9~JL~tJ~9flfl9~fl9JfflJ (Control risk)~
~~1J9ZJ~ 9~ ~~IT~ThJ,

~



If,

a. (Detection Risk) liJni~aij’tThj~ ~a

~ (Material Misstatement)
11 tie ti ~ai I it a t a S a

JqhJ4un9~uulm~

t (Audit Risk) ~J9S~~ W~9NaL1~9~JLThi1J

hL91Jfl9LL~LtJ~9n~9~YuJ (Material Misstatement)

‘~~

COSO (The Committee of Sponsoring Organizations of the Treadway Commission) ~
tan ~~

P121~n~ (Enterprise Risk Management - ERM) n9 wwpw,sb (Internal Control) ttn9€llffU
fl9fl1~m (Fraud Deterrence) tuu≤ ACFE (Association of Certified Fraud Examiners) (9’~aat

fl9~QatflN11Jn1~JTh$)

- t1J1fl9~i&1~≤S%ibJfl~fli9
4 1)4

-
‘S

a

- tn’~9~JLWJrnQJ

~

1~t~9W1€J1~1J’Th

- niJ~tT~

- lilt
-

14aJ99It04fl-vn~GI ~J~9lJ’)tJ ~n

~. ~a~J’~’tj (ninisA~)
‘I I) 1)5., V

- 9~~U94N~J~IS’d11 (I ~n9~9ia~~’N urnitt~rn)

- ni tflJt1/Ll~I~Kickbacks( wth~tsin~t 9~1~1lY~IV~a

WLfltJI9IJ t~ t~nrnjn’nl~tinni~, ~ ~nrnnigitpiinji~msii Jntn9~n~n1w~1n~ptJ9IJ
I V I I I I V a i i o 1)1) I) V ~ a V

~fl~S9$tt1J fl9~9U 1~9~J9~E~UU9tfl” ~4y~j N j~j•~II ~innibNnutin~ati~nn,j

n9~lUntThtn~) it~ni~tai~ainthrZi

- 9~fl~ti~Jis fl9flt~flhl~N4

If,.~
V it Na

-

~. t~møi ~, In ~iti~~a @.b niVIIbJEJlUt ~U11tA ~1ntL~NlUL~h ~tcn n9~aIfN
fl9i~J~lJ

Ia ~iij, ~iSiu 1J~19~11 9
cii. ni wiu~rnni~iiitj (n9n1~unt~t~t~)



a
fl9~09~Lt9t9rnJ1nfl2-M1J.n4aJ-w

Ce

iJrifl.aunni~u

— —

~0~

.1 w~.k Auei Th$appopiIa2on 0% • 51%

6naordiurnanl Ass*i na.pç.opoa,oi fl CCTIaOO • 35%

conta4000eJy

..anrniwIn~,I~~pinui,uu,J Con.xjon. aist rnapØroprIa~ft.nd bw,od suwTwnhfyaud • • 2%

0000flhIUNflflhIIfl eIOI*ØI 101,r, ~ naacJotw~fl~I ara~ finaital ~tt.,,wra fraud 1%

Fr.aricj~ ~a.iner* fraud ody 1%

naRu,,uipn.,a~.~aiijoi,.iij Co,nçtaca. .it Mandafstatt.ne.* tr*4 • aJ%

23 UI 0

11114 n9 ~th~aJa fl9~i9fl4~fl’W19

wThi~t Corruption lgl~Jiwi~rnj ~~141J1J Kickback n~hin ~ln Uo49tL~ ~J~rn€n@rn

i~iu IfN1~UtSLt~& ~9rn~1ibitttJ9trnJ iii J~i~gi~ 9tjJ~49 ~I€i~
~~1gj~j914 IP fl(]%tJlS FCPA vftn~t L LWEi~’EaJ?1~’1J 11bJS4I~fl4~’1J 0111flJ9~~J Cyber r~n~~i

Phishing Ransomware v~b~ Email. q~n I~J~ tt9ul~il~u0Nqfw~
I’ ~

IlaJl~IflJ~14nJ9~1 tIbJtJ11t’fl~JrnJ n9~tn ~‘I~fl111 R9 flfl~L~11J1N’~n fl9~l~l~J~i

Mn 91fflYlfl~tJ fl9U~fl~nlfl9~fl~

+ nnlnhq.
+ iI11)lIKth.*IMNIII + ‘ninTh= :t;: ~ . + ..,~,, —‘~~

+ lf,T’.~h1I~,.ia,..a + i.a..e.a,

— + iraauw + ifilat.... fl~t~J~I

- + kktbik + .(Iln.uuIel.~l.~Ia.Ifq.~
*0,n r. fl - a + .nlrn.3.l. + .1..,*.Ia

+ twnnh + I— — _,r0
+ d.ew.n +
+ ~nI..a
+ Iniai~.
+ •ahIatiiIIN).,N + anlini~i,d,

gI_ a.— — r-•t + •IebI.4..aN.m. + aniSrn,.nñiia,

+ •eia.~w..Oqq’ + ,nlf3,3..~m
V

~ .. + •1.el.1Nawp...ou IF + ..&n.nqnln

O + ~.wu. It + in~aws4a.%n.apI.

I— + II_~
— — .-n,~, -~
qr., Vi - + II~e;aifJn

+

-n

*Fraud Risk Management. AICPA & DMA

fl9rnJ3Wll4fllM911fl’fl fl~’1JtI9~ fl~ 46 L1~~’$Wi’9i bc~ % i~~~tj lvcn 46

M1J3y9~ c~c~ 46 t’~Ifl9~ cn~ 46 1L?fl≤ W~fl191J G& 46 ~$N1J3M9~n V9~14~JW1 ~L111 @cc~ * 111]1ilJ

L~tflflSUdel9~JflMrnJ9n~m



Domains ~J84~J9 !114fl9 aIJJYiQJ1I4~I1Irn Global internal Audit Standards

c~i. purpose of internal auditing ~Q1n~~a~jnisb

I!. Ethics & professionausm ~ LL~ffl93JLthSkJEfl~w ~ it flfl9~ c~’cn ~J9VI~N11A

cii. Governing the internal Audit Function n91tL~nini,$9tflfl9~j’Lu

t Managing the internal Audit Function fl9~~n9 ‘Ni ‘~SJ~1a~JrnSb

it Performing internal Audit Services 1L4ni~U3n9~~Jniultj
a
ULL9aJL1Jl4~Ja€J9~Jyl

‘lip

1 i,pptJii,p~p,i ~ Ill

~qlp~.1OhPpi~. p~lP1 ~lli1IllPpI.l1j Ii

l~hi 115,lllPli.,IllpIloIll

7.J Tl~l3ililll ljplpj.p: H~li1~I nnpp’p: pill),: lIl~lJ.1~

~tut~i ,pvi,i,J,i ri iiiiflip,ip.i: ‘iii’ ‘.i~ii11ii I)lIi~: :1.11:

I~jl:iIiiiii)li:JpzJ ~1,uiip ii:.~2ililli&i:i IIIiJ

ii ~ p )IiiIiiiiIli,ii.’: I ii

i9W1Ut94~1€J1J1Y1tJltfl9A~1tfl9~

~. n9~tLniL’~prn8,1n’nuJ&~

-~

-~
‘V. 99~iS~~Ufl9EiltJ

-~

-

cii. fl9~~i8~~a€fljfl9ub

- it rnmwnih~ Domain ‘V titj~ The IA Global

-

-

~~aunislt~tljni~,nn,~ii½
12lj9~ ~~

lLW1Jfl9~USI~ffiJ



4~.
~9J9J’~N L~uJ~t~3q5wui

màmNub!tIbnhc,t...an ,nu6u

~ ‘it:iuq4mimurd. OIflOTI,cIIIh,IUI,04,fl,

ai;slJ~.,am i..n:4~d,uIi~a. ~61fl )IflhjtIlitITIO,Ili

I onn,:,i ‘i~uiIu,i mi,pw%

,Io,auI~ bTIa,dlII ni~ .i,irnch, h3IHW,kMu

~1iuAoununhi~ib]1:~1Isw~ ~tttnith...ci4no..C.i..r

T~lmDIlUlr*L)ICIlIiMlIt?1QIJ n,Id~l~tI.~i;nhIAfl~

IlulThtIIflrrIlNflt?lrnlu n1~amnht.t.n.ni~evdu,1d.ii
flflAtad hjaflhln )~Jflflfl4*3AIflJI

aOlJiI2lJilfl ~liThifl51UilUDUIZ e~,,1.J,sIn

R9Th3WflnIJUhd€J1J (Speak Up & Listen Up)

~ ~L1Xfl1’N

cm.~

Is.~
UI, ~ I I’ ~ I S a 4~

¶jn~W$L~J9~t~rnt0’fl fl9~ O~40t98fl9aJsn~ tu UTh9W~NL~IJ1J

t9~N~~J

t. t~i~’u~NtI Speak Up & Listen Up

t. ~fl9Ml9~9flLuu~$~Ju

b.~

€~. 8$~fl~99 9~9 ~1U~fl~J Speak Up & Listen Up

I, ~ ~, S
cL

~. ~J1fl~A’flfl991~t9tN91JN~i

~)O. N rnJ9m~n~n1Jrn~

@@.~

~

aøilv.~

&xn. Un
C a S U Ifl~ ~

cmi.~



b

øxt. Afl t~ni~I~J~JI~
~ I — I S

@b. ~ nil’znj.wrij~

-~ 9~1SrflO fl9~J~2t4~

- tm~vii~ni~i flLtNflU4~L~tJU

- l W~Ø$t~tJ1~ nlLnhtmon9 LrnN?in~vvnJ LL~99~UU1IU

~~
, ‘I I

fl9J~flNL~JtJ

@c~. 4J9fl1Lflth’1Tlfln9L~J1~ ~t~~~frJIL~9ti~Jrn,~~

I I ii S
&~t FJ$~9 1Th~97~S) 119 Jfl1~ JU~ 91L~ 941~U~~i~1 Luttthij’iJlNaJ9nQrn

9~J4~94~NL~Ern

@.~

Iv. ~&~i~’1J LLW1rn~NR*U

Gn. ~tj~jiñ’t~

a~. U fl951J~ 9~.in~~~J9u~
C d)V~ LA c~ S

&.~

b.~

W~91Jfl10Ufl1Uli91Jfltfl1~3p1

‘Sa wIve’,o.A&~-@ CAE ~ 9~ULt~~aøT91unhi9 ~9~9a91n9~wfl~Jq

~
119 n~J~fl~ ~ 1Jflfl1j~J9O UnUt WUfl99~ tfl€81J ¶ ~Ufl99Th1ia0

~ 9
IA IA IS~
‘~8 &vcio-@~

41a &vi~o.Ab 69sla9Labn9~tn9w~~

~~ti9~hn~1 W~9SlaflFfl~9~9tEyfl9~

~

- flh9U~Jflt99lfl9fl1~b1
V q.~ LAO a

- ~9l~~
a IA, 0 OAt I

-~~

- UL~wn9 la41ThLL~sJ~’tJn9~~ ~Thfl9~ltn9~

Ii J

4I~ &vIvo.Ac~ ~ Ufi9SlU~&Wi9 Due Professional Care tm~n9~~9~LU9Sfln

-~

-~

-~

- i~ ~ n9~~b1~
- ~



41a Ivobo CAE ~9s19l Nu3~9~~i~j a~un~ n~ ~~iirn~

*1Lttfl9~~
4 t 4 4
~

L~€fl~t 9~
1I~ 1~n~bo.AI!,~

0fl~i~fl9~nU9ntt8tJ’N’½

4i~ IvIv&,o.AIv N 9~.jLtl1Jl ~ n9~1~b1

fl9fl~LU~fl~tJ’~t ‘1~
N~fl9EJitla~uuitL~1 Fraud Investigation (~u un-i~~In~) Lt~J~9n:

- t1~Wn~1J’~tn9~ Fraud Investigation

- ~J9~ Resource ( wnifwjitn) ut Investigators and Forensic Specialists

1)ZJ9I’WM n9u~ia1~u& Fraud Investigator~

it Fraud Policy LWi~ InternaL Audit Charter

~JJ981fl99E?hIu~.flJfr]’~ U~0~fl~Ufl99tfl9U~t

H~nJ~’)11 9vtmi1Jfl~1~n LL~1JIEJ~J1~J LtJ’LJ1J~~
tJ S t~ d a 4 a

~. 199Si9~N~UL1i~flTh L~ lnwrnJlJarnJ RL~J1~?n1~LU1J

~

it. rni~ji~il~i 9 ~1~9~J~fl≤ J~J’W~ ?IH~n9~L~Wuwu LLJ61~9fl9d9J9~rnJ
cn.~

flU fl9’~UP~J

g~. auau~Iai~rns~’ ilnthu ~nini~m niu~tgiaunt uL~1~sIvJwnM L~ uAai
a at

t. iNfl ~ a~unitii inwwnn~nitiiti rntit0fl t~N~€J~LL1JU

fl121JfIfl1UllJGfl~Juut’fl19h1IE4 COSO-IC
fl~1Jfl1fl9Ult~1 COSO

3. ~n9~flLth~Jltn9ftVIJ7IaJ t. L½~ttIafl9~~fl~

it.~ it. fl~Jfl9~1WUJ

‘It fl~fl~fl9~’)UJ

tNnJnnolJarnnla’nnhl,104 COSO-IC
44 ~._*.• flw~fl4’ rw IMIPII%I

lIA 1IlII~flli’OU

1un1,nThlvJ

a,

(afla
4L~

•n~a9.o.,~* .1 a’ ‘~.iA

• •tLIfl~.fl ~ 4~$

I. ~ ~1Wft~

II

2. 1~tItL,J1 tUU~fl1tlM,tJflhl.ifli~

nhilul11

4I~l:i~ 11141111

I’ tji, ‘...n...,11~ v.111‘Ill ~11 1 ~;l 1 P

iIIiIrlmI I, olI,qli



G). 9~tU9fltfl1~~iLL1JtJ9i94 9
Iv. 1.HLL~11~ 9~JflL~11ffi~

‘It~

ct.

ct.

flflNO3PWlJlicNq

ii ‘‘,

‘(i’ll’

U Ii II

,i;nI,:i(J~II I~l:IIIi~Ijj~

~n~njtiai COSO-FRM

@.~

Iv.~

‘Ti.~

t.

it.~

3~flfl9~ta4 COSO~FRM*

~ FRMP** ~

Iv. N 1~.iL ni i~i~ih~uw & 9~JL~EJ~LWh~IIJ

‘Ii. 9LLltfl9W)1J1flhJL1fl9ufl’rfl1~3~
1’

~. flt~l4fl9~LYffl9’da~J?i ULLMW19Th05~

it. ffi~1 nfl 9~9~JLiQJ1L~?I~ FRMP L~)LLfl~Mn7d&~

~

~i.

p p p p I V

Ifl14~N COSOIL flfl9~LL~~1L1414 rnlflfllflN it ~

1~1J it L~i~ ew~ flfl9~J~ COSO



I, II II 1,14, ,nrn,i,,4,u~un IS

I•II•lII&IinhltnIflI~lI1NlInhIIIli*4~S UI~II~ q.3,

,.a.ISdI,,g,.n. ~ I.~y,,~~ -,

~,.&.,n~
,.,4,.i..S..,~

• ____,_____4._____~

•~ - —
- -. .,.

~~11~~-,~~,

—-a——

~•i. •

•~ •

• —IS.

—I.

-
• .4.—— __,~_

I’~ -,4h 3 —.

-~fl4-~J.~a4a

• -. •

‘5—.—.———

— • lW b.11&hhs •~..

4.W.h.d....S. ...IE_._...i._

~._.Ja.._.,...

it.~

b•~ n9 ‘~J IL ~ (Fraud Risk Governance Component)
fl’flfllfllJ Ø1LL~’I ~91 n9U~nLtfl1jflTifl’lflu ~I)~ ~

fl9LI8ilttfl9~UJfl9~Jlt fl9~119f~J mia ~€flflW~fl5fl9’~J3~,

~9~4fl1~9~9afl91tJ$1lJ

~

~~n~~ii4LI~I9rn

‘ij6~;cii~

bit fl9~I~ d’wniw~i~i (Fraud Risk Assessment Component) ni~Jnt~t

9~L 9Ufl Ufl 1fl1~fl9 L~ Ui IL Lii UI U L~EJ 9W19
S. 4 41 LId 4 I

1J~N€)1~1fl~ fl199Un9W~flA~
a *1 Wa LI I o a 41 4I 41

~bJl9U$9W191n9~l.~U n9~U1)1TS1~JeeJ9$’hJ J9~J IL nt~n~ n~viw~j (niic~mynthju)
S LI LI d 41 51 41 4

LIUJ9~flU14hML9Iy)aJTu1ju WthWiflJt1J~Ja1J tnj~nwnini

fl1UL’~99~@clfl~

t~.~ifui COSO bL 1n9~1J3~flr)9 ~ cz~

$ntt~l1a~14 COSO bo~cn~
t 44 a at ~S

~



@0

IS.Cfl fl ~Jn9 .ifl9~1~b1 (Fraud Control Activity Component) n~ni~nu~j
— ~.e4 si. I

~ flSifl~n9~Ufl90LtI1flLJ~1~I
4 ., S .,i.’ I a

flt2lJfl9~9LQ119~~fltfl9flM4n99 t~2UL~aS94Urn~9
4 nS a 4.’

L~flølfl9fl1~~rn4 n9fl ~Jn9 q~Jn9~t~1twl9l9W14w1lt11€4ntJ (0~ntwu
~~ (~nLwuL~iaNr~J9~o
~ n9~Lhfl*c%rn9th~J9’L4i
~

99tnTh1~b~

~Mn~Jn9r)UJn911Jt~auMu4UnJn9~Jfl~
I I

9S9Ufl9~4fl9~W)1J~ffl9tJ’h~

b.~ fli ~J?VThfl9~3mLLfl91Mi~’t1J~1 (Fraud Investigation and Corrective Action
Component)~

~Lu~n~mn9r1 ~flNJ~flJ9~1llJfl9~fl9nhJ cU~~

~~9U91L~ ~

~~ni~bi thvTh,n~
~

4 ~i 4 4 c ., — I

~~9~JL~EJ1~
C ~t 4 4 4

~

b.t n~ ~(Fraud Risk Management

Monitoring Activities Component)~

21429 ~ ~J3m ~ N ~I111 L~ 4 U ~iTh 9~J 1ltø~) n LII1J1J ~J 9 SI 9~J 9
LLflffi99Ll~9IflJYfl4~

., V 4 .. a a,
b nfl t~~a1J~fl1Jn’nn9rnJ øtig~

IJThJ9EJTØ1U ~9~9~tilfl~’t ?1il~p1~ ~~i9 91An9~f~9fTh ~ flcJf19~

LLa~LW~9Nn9~ 1J1 tn~vitji~s~n1,J ~I9i (~iwi~rn)

~

NEW c31oba~ nterna~ Audit Standards ~i~4 International Professiona~ Practices Framework

(IPPF) Ivoiv~

Domain I. N~MW)Ut097~fL~1Jfl9ut14

LPL~SIM~.i9~$I91ms)wJ1Jg19~Jl14

~
- n’fl~94 Un~~ LL~9~IftUf~9

- flu n9~fc9r~’~niLt~ ~J~9 W)9~JL~JI 1L~fl9~’~wiaJ

- n9øI~LL?11YIA’u13wt9

- tLIL19J9L~0ü~14l~ft~s



-~
Domain II.

- Standard Cv 9~L~S1~t1Y~

~ I ~LaJ1~n9vn’nni 1I€irhw.~ ~ww
L1UIOt01U~fl9~U~J~JN~

-

- ~ Istiiv~ ul 4j9uu3nq~ Lt~LflzJ’rff8~

- aL~LLni~wnunr~,l~’1Jøn1a u3tn~ ‘UJL~ an9WYEJ~J

Domain IV.~

- Standard c~~ GRC
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e. Governance (nlnTll%w)usi)
- 91d l~8$~flJ~1 i~nthz~i6 (Objective)

- ~ ffl ~~

- u~it~nj N~tL~i
b. Risk

Lflfl~$~ ~ Ithtt~U 9~JLa’NLfløI4fltMt11wI.~

- Ln~~aJ9 ~t~: People (N~ia9n~) Process (n~j’un’~) Technology
agi: External (~~‘on9ut0n)

LL1R9~9fl9UL~tJ1 l.~iLtfl:
- Avoid = ~flL&J~

- Reduce =

- Accept = 1i~Ji’iJ

- Share = fl ~9Sr)9~JL&J.~ LQIIJ

m. Control (n9~wni~J)
4 .~ 4 • .,4

~ fl9~N ~J9 fl1~3fl8flJ1JW21J~Jfl9Ul1J~
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flflTh12tJ~i~J:

- Preventive ~tiVbiNiflm

- Detective j~rn~i
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t,ii~fw~,e.~ Global Internal Audit Standards~ M1~)~
rinW’ oiYijU igrn,rn.~ glgluu ,itgiaijjnuliwina (The IIA) ~$ n’ffll~L~a ~JflV1AU koba~

a ~~niirn~ ~okiC (uthi&i~im) U~nrnj~(’m t ~Nd1J~na1JMfi’n at

(Principles) ~L~tn ~J~St ‘blilJn9 9tU190s 9si1J~NfJ~1~frvv1 ~(it

a. PURPOSE -

-

-~

- L nia 9~ThJL~~’U ~fl1~i1J1~ntfløc9L~W9t

b. ETHICS & PROFESSIONALISM -

- u19 n~ ~ I~iI~ 9~’~I
ATuJrni LL99tn9~iwflfl9EJ9.~ai81j9ty1

a 4*

- tu,~tJ91J~9a~1JrneJl1~

~. GOVERNING -

- ~

- ~ ni 9S~ biei~m.~i ~i nn~iuatt 9nL~J9~rnj (~uth~~,tu)



~. MANAGING -

- n~94n9 im~$9lJ~n’~a1Jn9stt~ L’~1J fl9~øWi9L1NW91J~
a, C’

flfl~1Th~J9M

W~1fl9U~8~J

-~

t. PERFORMING —

- 8fl~UJfl9~1tfl91LN9UU~a9u fl9 ~Thitrnpiawui n,~~git~

©t M~lflfl’fl (Principles)
C’

~ (assurance)
P~9LuJzti9 (insight) u ,tt~jyni (foresight/value)

~

nn~~i ~ Demonstrate Integrity~
1~’nn’1~ it Maintain Objectivity (~‘n1~rwn9~JSJt1nw14)

cn Demonstrate Competency (~m19~iw1rn~n)
i~’nnn~ ~ Exercise Due Professional Care a~9Y~n~

nn9~ t Maintain Confidentiality~ 9W?JtTIA

‘ff1JLfl1~1JfrY~
%~A’n1fl~ b Authorized by the Board (lurn~qpw~in

u~rrn~jnt~)

nn’mni c~ Positioned Independently (l9~1~u~~)

i~Snni~ c~ Overseen by the Board

gu~nT~Jn9~)

‘nntni ce Plan Strategically (‘ui~LtLci1n~~1g)

nn’u~ ~o Manage Resources (u9~n9t~1fws9n~)
g~ Communicate Effectively (8En~9~i~t1~Jrwi)

Y~’flfl9~ &t Enhance Quauty (L1~n9vq~icun’wi)

@~n: Ran Engagement Effectively (‘n1aNtjn’nUrn~
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@cn.@ Engagement Communication (~J9~n~91~ ØCn.@

fl1~0~ni~JfrYIn14)

g~cnjv Engagement Risk Assessment (~i~~’iu G101.IV

flhL9fl9~J~tj~N9~J)

t~lafiiCu€N Global Internal Audit StandardsTM %4~O~

gnna” iJ~neiAhu ~ ENd9J~nau (Domains) sa~ at ~nn’r~ (Principles)

cr ai6iJi~nau (Domains)

tL~59U9fl~9~

urpose of Internal Auditing and

undational Princip~es)

It: ~

(Ethics and Professionalism)

(ct t~nfl9~)

co: u19~r~91~JrnL~ Ffl1~JSIt~1n

~9~3L3I1L~tJ~J (Governance,

Independence, and Objectivity)

(01 ~flfl9~)

c~:~

~~eun~ilt~ (Managing the
Internal Audit Function)

(cr ~Thflfl9~)

ct:

(Performing Internal Audit

Services)
(01 t~’flfl9~)



~cn.cn Engagement Objectives and Scope (~.i 9 ~ ~ 914

G)GflSfl ~Lt~~fl9JfrY~9t)

&~cnst Evaluation Criteria (~rwr~t91J ø~cn.c~ Lnn9~thmThJ)
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Design —* ~9~niiJ

Implement —k 11911MM

Conduct —* rn9uAun9wrLJrnJ
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objectives)~~
11t~19Lt14rn~ath1’b ~ffhn~~

Ql1Jfl999t~9~L7ff~1T1J

- ~CUfl9~N (QuaUty)

- W~fi9W (Productivity)

- ~ (Innovation)

- nn~~al~la4an~f9 (Customer satisfaction)
S V C~

lfliflSflfltd fl9~1Jflt1a ~rni~iu ~ fflJ9V~t

4nUattn99Ltw’nAth4f~t~~n

~e4ntjnU~n~ij:

- Efficiency ( %1&19VI): t~u A’1Jn9~h1tt19u (Operational)

- Effectiveness (th:~i~wa): Lflt 9W9tR~I4 (Financial)
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b.Financial(W14fl9’B~t4) ‘UJ1 flJ~9EJ ~ u~Thu*~hJ
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~i. Internal or external (nnul1414~n1ul1an) mrnuu~n (ExternaL reports) ans~n
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I ~ 4’ IlH it O1P1J~nO1J ~JM~iu1fl9Wfl1JYI1J 1I~1J aei~ M~iflfl’fl

COSO koam ih~rwi~dhu it .mcil Principles (i4~’nn9~) ~14~

ct e,J~n8t e,d M~’flfl9~

~. 9Y~LU~8aJn9Th’1JA~J ø. tL~~9ffl19~ CE@

(Control Environment) ~
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- RA (Risk Assessment): ni U~tthJ 9~JL~J$ (~‘nn9~ b—~)

- CA (Contro~ Activities): n~jnim’m~uj (~‘nrnni @o—e’ib)
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Management Perspective - Key Concepts
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InternaL Audit Perspective -Key Concepts
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~ TYPES OF CONSULTING SERVICE

Consulting Engagements are limited by the need of organization and the resources so
long as they do not impair the independence of IA function or objectivity of internal auditors

There are &~ types of Consulting Engagement

cm. Advisory Consulting Engagement

Iv. Training Consulting Engagement
€n. Facilitative ConsuLting Engagement

it Blended Engagement (Combining assurance and consuLting service in a single
audit can yieLd significant efficiencies for practitioners)
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DESIGNED TO ADD VALUE

“add value” The internal audit activities add value to organization (and its

stakeholders) when it provides objective and relevant assurance, and contributes to the
effectiveness and efficiency of governance, risk management and control process
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~(Enhancing Systematic Thinking
and Analytical. Skills)

9~J~9~’(~J (Key Words)
— I ~0 4, 4, 4,

- Systematic Thinking fl ~Wi~)EJ ~flyIJ ~JWwW ~?JWTh)1J ~JtPn$fl9~ LL~R~~L~1J

tinn~~,~njrnxffi~wi 9a~91€.w1U~n€1J

- System or Systemic Thinking fl9 910&14tthA~U ~i4~flJ1i (t~ nA~tn ~qti tLd9~n1~m)

- Analytical Thinking fl9 ~it~LM9n~ (i~unLuJ~) ~ ~~9~nu&nJdau ~
40 to 4 toe 444

L~99~Jtt~1~ LL~9~9~~ Th~4fl~ThS94WW~J1J

- Synthesis or Synthetical Thinking fli rn L9 fl9~1~M9fl~ (n’n~nU)

~ 9 fl*Nñ L4u9 fit
4 1’ 2’ I It

- Critical Thinking ni d91~3~9u~9Eu nnDtJ9Lw~u~~nnu

‘t11fl9~L~n9d P~T~0~J1J WU~fl9Wmflfl~ M LrnJa?~19tJ 9 adn~~iJ~iiJ

Top eu CAEs ~184n9I~

Personal Skit s

@. Analytical! critical thinking~
If,. Communication Wfl~~9~

Technical Skills ~‘flfl1’NL~1At~

e. Accounting iTq~

b. Risk Management assurance n9n9mn9~Y~JL~tN
Information technology (general) t~i€ ia~wi (*~‘hJ)

c Industry-specific knowledge ~ LQVn~h~9MnT~J 9~J~1lWII~fl~I tIVflhl’,
20 40 I a ~

In fl~JW~9’rng~fl~ I~1fJIIW~flt

t. Data mining and analytics fl9~9t 9~Ifl1L~44i€rni Lfl~nJ’~1Jn9~
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The ha Global Internal Audit Competency Framework (Structure Overview

flU9flJ1~flh1Jfl9~8Ufl1Sl%fldu1Jtafltj84 hA (ttnigih~i)

fatUtit Al The 11* Global Internal Audit Comp.t.ncy F,am.wo,k
(Structure Overview)

The hA Global Internal
Audit Competency
Framework
encompasses the
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Analytical Procedures
Practice Advisory Ivcnbo - : fl9 ~LflThfl~ (AnalyticaL procedures)
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Analytical thinking

ffl~LAYI~1~ ~0~
I 4, a a ~ a c4’. S

~8~J ~L9I11 ~øW1~tJ 1tTh9 flL~ VJLUJIJ t~IQW~ t~ 1~fl9~tU M91Afl9~UflflfW19t

Importance to use

Synthesis thinking with Analytical thinking

- t~8 9~L9 flh1fl9tL~j~1~
a a 6

-~fl9~~1WU1J Analysis and Synthesis Critical thinking Definition
Critical thinking

fl9~91~uJui9Lu is the ability to analyze facts, generate and organize ideas,
defend opinion, make comparisons, draw inferences, evaluate arguments and solve problems

(Chance, &c’~c~ p.b)
Problem Solving : Needed Skills

- Analytical and critical thinking skills
- help you to evaluate the problem and to make decisions

- Solving the problems involves both analytical and creative skills

- Which particular skills are needed wilt vary, depending on the problem and your role
in the organization, but the following skills are key to problem - solving

- Analytical Ability

- Lateral Thinking n9 ~1~U,P~n~f’N ~nn~’LJ ~n9n1~1*)’tU

- Initiative

- Logical Reasoning

- Persistence~

Getting to the “Root” of the Problem

- Sometimes the thing we think is a problem is not the real problem, so to get at the
real problem, probing is necessary

- Root Cause Analysis is an effective method of probing — it helps identi~’ what how,

and why something happened

- Definition of root cause

- Specific underlying cause
- Those that can reasonably be identified

- Those that management has control to fix
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Analytical Techniques

- Benchmarking - Compare and measure a process or activity against an internal or
external source

- SWOT Analysis - Assessment of strengths, weaknesses, opportunities, and threats

- Cost Benefit Analysis - Compare total equivalent costs (all the minuses) against
equivalent value in benefits (all the pluses)

- Impact Analysis - What if type analysis to assess the impact of change on an agency

- Pareto Chart - Bar Chart for categorizing issues or other attributes in terms of
importance

Summary
- Analytical Thinking follows the Scientific Approach

- Five Step Process for improvement:

- Define the Problem

- Test in the form of Hypothesis

- Focus on Facts

- Analysis (Various Analytical Tools)

- Recommend a Solution

a C S a

‘~5fl951J9LLM9~ThS1fl~

~ Power Point

t ~ ~ 1~J1UN~fl~EI1JUtfj~1j
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fl9flhtl fllWi9ti’U ~LL~ fl1~U 9~ 9~JL~tJ’~ a n9’~J9UJIr1~Jtt (Governance, Risk Management and

Control Audit Specialist) a~itithl,Y~i~riiIWI
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C U U a a

~I~Wmn 9~Ja9rn~
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lJ9~fThi€fl Th191Tht
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